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ÅWho am I?

ÅThis presentation will:

üProvide a brief explanation of what SIRS is and the purpose it serves

üDescribe the SIRS dataset and how it is gathered 

üDescribe the application of SIRS data and how it is used

üHighlight indicative themes in Mental Health that SIRS has uncovered thus 

far

Unfortunately there will not be a time to cover the subject fully - contact details 

for more information available on last slide

Please save questions until the end



What is SIRS?

ÅAn online incident reporting system for gathering a national profile of 

security incidents in the NHS and identifying the issues and trends that 

constitute them.

ÅFirst implemented in 2010 (albeit as a completely different system).

ÅRecords the following incident types across the entire NHS:

üPhysical assaults against NHS staff

üNon physical assaults against NHS staff

üTheft of or criminal damage to NHS property

üTheft of or criminal damage to staff or patient personal property

ÅAs well as gathering data, users can access an online web portal for incidents to be 

added/edited and have access to reports for their organisation and sector.



What is SIRS? (contôd) 

ÅCan integrate with local NHS risk management systems to allow an ñ    
enmasseò upload of records (similarly to the process used by the NRLS) 
-reporting can therefore take one of two óroutesô:

üUpload of records to SIRS from compliant risk management systems onto SIRS to 

add/overwrite records 

üInputting/editing records directly onto the SIRS database via web portal.

Å2013/14 Security Standards (for Providers) had SIRS use cited as suggested evidence 
supporting compliance for two standards.

Å2014/15 Security Standards (for Providers) has a standard in relation to using SIRS. 
During the introductory year this is a pilot standard; so not mandatory for organisations 
to comply with the requirements of this standard yet.



Why SIRS?

ÅNHS Protect is an intelligence led organisation; collecting information in              
relation to security incidents is therefore a natural requirement to aid with our 
strategies

ÅA vacuum of data; Other than SIRS, the only information gathering for security 
incidents in the NHS are:

1. The Reported Physical Assaults ñRPAò return, (previously called ñVASò); a annual tool for 
measuring violence in the NHS, but only provides a single yearly statistic.

2. The NHS staff survey; which doesnôt reflect any details of the incident(s) beyond whether the 
applicant has experienced it .

ü Both only relate to a small aspect of the security remit and give no further breakdown in 
relation to the incidents involved and their nature.

ü There is a need to understand the themes and trends within security incidents within the 
NHS, to an extent that only a greater level of detail can provide.



Why SIRS? (contôd) 

ÅSilos of data; Most NHS orgs can (and do) review their own incident                  
reporting system, but are limited to their own organisation - there is a                             
limitation to any form of wider  external perspective and no possibility of regional or 
sector specific analysis. 

ÅComparable data; Individual NHS Trusts categorise, label and measure incidents very 
differently and recognised definitions are sporadically applied. Centrally collected 
records gathering in a consistent manner is the only possible means to have an over 
arching dataset of like-for-like data

ÅScale; Common issues that affect numerous organisations (particularly transient 
issues) need to be identified/recognised in scale, both individually and against the 
bigger national picture; this can only take place if information relating to them is 
ñpooledò.

ÅLocal benefits; Encouraging a standardized, security specific dataset also improves 
the quality and accuracy of local reportingïhistorically, Risk Management Systems 
had no security specific fields, SIRS was the reason theyôve now been introduced. 



The SIRS Dataset

ÅSIRS has a variety of fields within its dataset; most of which are either 

coded datasets or Y/N fields. Fields are mandatory dependent on the                  

incident type being reported.

ÅSIRS was the first time that specific fields in relation to violence, abuse and security 

were added to many incident reporting system (which historically were very 

clinically/H&S focused) adding detail that was not previously available.

ÅExamples of this includes clinical factors, lone working, aggravating factors, police 

involvement (both desired and actual) and numerous others.

ÅWe encourage and support users to maximise the benefit from the SIRS dataset for 

their own purposes of internal reporting and understanding the nature of their 

incidents.



The SIRS Dataset

Å SIRS uses 8 Yes/No questions to define the nature of the incident 

consistently. These can be included in the incident report form so the                   

reporting staff member can answer them as part of their incident report. 

ñThe intentional application of force against the person of another without lawful 

justification, resulting in physical injury or personal discomfort.ò (NHS definition of 

physical assault) 

Å SIRS has the following Y/N questions:

ÇWas physical contact made by the assailant to the victim?

Ç Did physical contact lead to a physical injury being sustained?

Ç Did physical contact lead to a physical discomfort for the victim?

ÅñYò to contact and ñYò to injury and/or discomfort, would constitute most of the 

requirements for a physical assault



The SIRS Dataset (contôd)

ÅApplying this definition via Y/N fields is more accurate than assuming a             

category code will be correctly selected, and more time effective for reporting.

ÅNHS staff are likely to report verbal abuse and violence as concurrent events ï

however most incident reporting systems only allow ñsingleò incident types. Even if all 

elements are recorded in the free text description of an incident, they will not 

necessarily be counted as such and the ñsingle categorisationò of an incident can 

sometimes mean such detail is lost

ÅThe Yes/No questions allow for numerous elements of a security incident to be 

captured in a single record. This allows for simultaneous reporting of assaults, abuse, 

theft and vandalism, they can account for the various elements that occurred 

concurrently within the same incident record.



SIRS Outputs

ÅNHS Protect Working Groups

ÅViolence WG, 

ÅTheft WG, 

ÅControlled Drugs WG 

ÅInjunctions WG. 

ÅContribution to IIU Violence Against Staff Mandate 

report

ÅProvision of police reporting and attendance ratios for 

use with Police Liaison Committees

ÅOnline statistical reports for regional management of 

incidents

ÅProvision of SIRS information to Quality, in order to 

constitute the pre-audit organisational assessment. 

ÅOnline incident summary tool for Lone Working, used 

to identify trends and review Lone Worker Device use

ÅSpecific reports with removal of non        

clinical/clinical factors

ÅBi-monthly report to the Security Operations meeting.

ÅStatistical analysis of SIRS data for SIRS Board

ÅAd-hoc reports in response to queries from internal 

and external stakeholders,  e.g. specific types of 

assault, restraint incidents, recording of NHS staff, 

EBAY related incidents etc.)

ÅAudit of incidents with the word ñrestrainò and 

ñrestrainedò in the written description.

ÅSIRS/RPA Violence Against NHS Staff Profile Report 

2013/14 (to be discussed later)

ÅNumerous FOI enquiries and ministerial enquiries


